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**Предупреждаем о мошеннических схемах**

Межрайонная ИФНС России №6 по Московской области информирует налогоплательщиков об участившихся случаях мошенничества, которые используют злоумышленники.

В последнее время мошенники все чаще получают доступ к паспортным данным граждан и другим конфиденциальным сведениям (ИНН, СНИЛС), представляясь сотрудниками налоговой службы, под предлогом уточнения информации или подтверждения записи на прием в инспекцию.

Для профилактики подобного рода правонарушений важно помнить: никогда не сообщайте посторонним лицам ваши персональные данные, прежде всего, паспортные, а также никогда не принимайте предложения, приходящие к вам на телефон в смс с неизвестных номеров.

При общении по телефону специалисты налоговых органов не запрашивают персональные данные, коды или подтверждения, данные банковских карт, не просят перейти по ссылкам, ведущим на сторонние сайты, не осуществляют запись на прием в налоговый орган, не требуют осуществить оплату налогов по реквизитам, которые продиктовали по телефону или прислали ссылкой. Все необходимые сведения о неуплаченных налогах, а также о способах их оплаты размещены в Личном кабинете на сайте ФНС России.

Вся информация направляется налоговыми органами налогоплательщикам официальными способами: пользователям «Личного кабинета физических лиц» выгружается в сервисе, остальным – по почте заказным письмом, а записаться на прием в налоговый орган можно самостоятельно посредством [сервиса](https://order.nalog.ru/) ФНС России «Онлайн-запись на прием в инспекцию», при этом коды для подтверждения записи не требуются.

На электронную почту официальная рассылка ФНС России направляется только тем, кто указал и подтвердил адрес своей электронной почты в Личном кабинете. В таких письмах обычно указана информация об изменениях в Личном кабинете, о регистрации обращения в Службе и получении ответа на него. При этом формат ответа на обращение (.pdf, .xml) пользователь выбирает самостоятельно при обращении на сайт.

Рекомендуем не открывать подозрительные письма, а также своевременно обновлять антивирусные базы, операционную систему и другие программы.